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Agenda at a Glance Organization Abbreviations
DC3: DoD Cyber Crime Center 
DCFL: Defense Computer Forensics Laboratory  
DCITA: Defense Cyber Investigations Training Academy 
JTF-GNO: Joint Task Force Global Network Operations

Thursday, January 21

all Day travel Day

1600–2000 conference Registration Landmark Foyer

Friday, January 22

0700–1700 conference Registration Landmark Foyer

0730–0830 Morning Reception Landmark Foyer

0830–1630 pRe-conFeRence tRaininG   u see pre-conference training agenda on page 10

Saturday, January 23

0700–1700 conference Registration Landmark Foyer

0730–0830 Morning Reception Landmark Foyer

0830–1630 pRe-conFeRence tRaininG   u see pre-conference training agenda on page 10

Sunday, January 24

0700–2000 conference Registration Landmark Foyer

1000–1900 cyber café Majestic Foyer 
 Sponsored By: Guidance software, inc.

0730–0830 Morning Reception Landmark Foyer

0830–1630 pRe-conFeRence tRaininG   u see pre-conference training agenda on page 10

 Monday, January 25

0615–1700 conference Registration Landmark Foyer

1000–1900 cyber café Majestic Foyer 
 Sponsored By: Guidance Software, Inc.

0730–0830 Morning Reception Landmark Foyer

0800–1600 classified session scott aFb 
  All attendees must be downstairs on the Washington Blvd. side of the Landmark Foyer by 0615. Buses will depart NLT 0645. You must already have your 

conference badge and have checked into registration by 0615. 
ALL ATTENDEES MUST POSSESS THE APPROPRIATE SECRET U.S. CLEARANCE

0830–1630 pRe-conFeRence tRaininG   u see pre-conference training agenda on page 10

1600–1800 opening night Reception—it’s Five o’clock somewhere exhibit areas (Majestic a-D, Majestic Foyer and Landmark Foyer) 
 (Media/press invited) See page 69 for details. 
 Network with Attendees and Visit Exhibits **SILENT AUCTION BEGINS** 
 Sponsored By: CSC
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Agenda at a Glance

Tuesday, January 26

0700–1700 conference Registration Landmark Foyer

0645–2100 cyber café Majestic Foyer 
 Sponsored By: Guidance software, inc.

0700–0745 Morning Reception exhibit areas (Majestic a-D and Majestic Foyer)

0700–1900 exposition open (Please note: Exhibit Areas are closed during sessions) exhibit areas (Majestic a-D, Majestic Foyer and Landmark Foyer) 

 tuesday only special Raffle 
 Visit all exhibitors on the Landmark Level and put into a special raffle to win a Kindle and a $25 Amazon.com Gift Card, a Wii or a Blu-Ray DVD Player! 
  See page 71 for details.

PleNary SeSSION (Majestic e-H) 

0745–0815 opening presentation 
 Master of Ceremonies: William M. Jimenez, Director of Staff and Business Operations, Department of Defense Cyber Crime Center (DC3) 
 National Anthem: Chief Master Sergeant Robert “Bob” Ellison, USAF (Ret)

0815–0845 Welcome from the Director of Dc3 
 SA Steven D. Shirley, Executive Director, Department of Defense Cyber Crime Center (DC3)

0845–0930 investigating and prosecuting cybercrime: a cornerstone of cybersecurity 
 Jason M. Weinstein, Deputy Assistant Attorney General, Department of Justice’s Criminal Division

0930–1015 Morning coffee break exhibit areas (Majestic a-D and Majestic Foyer) 
 Sponsored By: Sky Catcher Solutions

1015–1055 Dc3 Digital Forensic challenge award 
 SA Steven D. Shirley, Executive Director, Department of Defense Cyber Crime Center (DC3) 
 Randy Georgieff, Section Lead Digital Forensics Challenge, Futures Exploration (FX), Defense Cyber Crime Center (DC3)

1055–1130 surprisingly effective Leverage points for Large scale cyber security improvements 
 Alan Paller, Director of Research, SANS Institute

1130–1300 exposition Luncheon exhibit areas (Majestic a-D and Majestic Foyer) 
 See page 68 for menu

1300–1305 “america the beautiful” 
 chief Master sergeant Robert “bob” ellison, UsaF (Ret)

1305–1320 announcements 
 Master of Ceremonies: William M. Jimenez, Director of Staff and Business Operations, Department of Defense Cyber Crime Center (DC3)

1320–1420 the cybersecurity imperative 
 Melissa E. Hathaway, President, Hathaway Global Strategies, LLC and Senior Advisor at Harvard Kennedy School’s Belfer Center 

1420–1500 Dessert social exhibit areas (Majestic a-D and Majestic Foyer) 
 Sponsored by: Sky Catcher

1500–1600 Who Moved My cheese?  Why the security industry Has been turned Upside Down 
 John N. Stewart, Vice President and Chief Security Officer, Cisco Systems, Inc

1600–1700 Keynote presentation: the cyber crime comedy Hour 
 Don McMillian, Chief Comedy Officer, Technically Funny, Inc.

1700–1900 tuesday night Reception: cyber crime investigation  exhibit areas (Majestic a-D, Majestic Foyer and Landmark Foyer) 
 (Media/press invited) See page 70 for details.  
 Sponsors:  Bit9 | Wiebe Tech, a brand of CrU-DataPort | CSC | eaDS Na Defense Security and Systems Solutions, Inc. | General Dynamics |   

Intelligent Computer Solutions, Inc. | lockheed Martin Corporation

1800 tuesday special Raffle See page 71 for details. exhibit area on the Landmark Level 

1900–2100 cyber olympics 2010— Floppy Disk throw and cD toss Majestic e-H 
 Proceeds Go To the National Center for Missing and exploited Children (NCMeC) 
 Sponsors: CSC | High Tech Crime Institute, Inc | Sky Catcher Solutions
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Agenda at a Glance Organization Abbreviations
DC3: DoD Cyber Crime Center 
DCFL: Defense Computer Forensics Laboratory  
DCITA: Defense Cyber Investigations Training Academy 
JTF-GNO: Joint Task Force Global Network Operations

Wednesday, January 27

0730–1700 conference Registration Landmark Foyer

0730–2100 cyber café Majestic Foyer 
 Sponsored By: Guidance software, inc.

0730–0830 Morning Reception exhibit areas (Majestic a-D and Majestic Foyer)

0730–1240 exposition open exhibit areas (Majestic a-D, Majestic Foyer and Landmark Foyer)

0830–1020 MoRninG bReaKoUt sessions   u see breakout session agenda on page 12

1020–1050 Morning coffee break exhibit areas (Majestic a-D and Majestic Foyer) 
 Sponsored By: Sky Catcher Solutions

1050–1140 MoRninG bReaKoUt sessions (continued)   u see breakout session agenda on page 12

1140–1240 $5 Lunch, Raffle Drawing, silent auction and exposition closing exhibit areas (Majestic a-D, Majestic Foyer and Landmark Foyer) 
 Win Fabulous Prizes in the Raffle and Raise Money for Charity! 
 Please purchase lunch tickets in advance $5 at Registration Desk; Raffle Winners Announced 1220 and Silent Auction Closes 1200

1240–1620 aFteRnoon bReaKoUt sessions   u see breakout session agenda on pages 13–14

1400–1500 beverages & snacks available Landmark Foyer 

1630–1830 birds of a Feather sessions   u see birds of a Feather agenda page 21

Thursday, January 28

0730–1700 conference Registration Landmark Foyer

0700–2100 cyber café Majestic Foyer 
 Sponsored By: Guidance software, inc.

0730–0830 Morning Reception Landmark Foyer

0830–1130 MoRninG bReaKoUt sessions   u see breakout session agenda on pages 14–15

1000–1100 beverages available Landmark Foyer 

1130–1230 Lunch on your own

1230–1630 aFteRnoon bReaKoUt sessions   u see breakout session agenda on pages 15–16

1400–1500 beverages & snacks available Landmark Foyer 

1630–1830 birds of a Feather sessions   u see birds of a Feather agenda page 22

Friday, January 29

0730–1200 information Desk Landmark Foyer

0700–1300 cyber café Majestic Foyer 
 Sponsored By: Guidance software, inc.

0700–0800 Morning Reception Majestic Foyer

PleNary SeSSION (Majestic e-H) 

0730–0855 closing Remarks & cyber crime survivor Game (top 3 olympic participants) Majestic e-H 
 (Olympic Results/Awards and Closing Video will start at 0800)

0900–1200 MoRninG bReaKoUt sessions   u see breakout session agenda on page 17

1200–1300 Lunch on your own
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Pre-Conference Training Agenda

Pre-CONFereNCe TraINING

lOCaTION FrIDay SaTUrDay SUNDay MONDay

Landmark Foyer

0930–1015: beverage break (sponsored by: Sky Catcher Solutions)

1130–1230: Lunch on your own

1400–1445: coffee/Refreshments break (sponsored by: Sky Catcher Solutions)

0830–1630

Landmark 1

intro to encase for  
prosecutors & case agents
Bryan Spano & Malcolm Smith

Repeats MonDay

intro to Metasploit
Jesse Varsalone & Steven Bolt

Repeats sUnDay

intro to Metasploit
Jesse Varsalone & Steven Bolt

intro to encase for  
prosecutors & case agents
Bryan Spano & Malcolm Smith

Landmark 2
intro to Malware analysis

Matt McFadden & Mike Cowan
Repeats MonDay

snoRt for network analysis
Joe Fichera & Ernie Krutzsh

Repeats sUnDay

snoRt for network analysis
Joe Fichera & Ernie Krutzsh

intro to Malware analysis
Matt McFadden & Mike Cowan

Landmark 3
Live system Data capture
Dave Gilbert & Dan Raygoza
Repeats sUnDay-MonDay

Live system Data capture
Dave Gilbert & Dan Raygoza

Landmark 4
JtF-Gno computer network threat course

Vernon Howell & Daniel Lohin
Repeats sUnDay-MonDay

JtF-Gno computer network threat course
Vernon Howell & Daniel Lohin

Repeats sUnDay-MonDay

Landmark 5
Windows incident Response

Mike Moore & Dave DeMaio
Repeats sUnDay-MonDay

Windows incident Response
Mike Moore & Dave DeMaio

Landmark 6
Wireless technology Workshop

Martin Easton & Joshua Elwell
Repeats sUnDay-MonDay

Wireless technology Workshop
Martin Easton & Joshua Elwell

shaw
intro to network Monitoring

Ron de Leos & Andrew Ingraham
Repeats sUnDay-MonDay

intro to network Monitoring
Ron de Leos & Andrew Ingraham

Westmoreland
Mac Forensics

Lucus Nelson & Casey Szyper
Repeats sUnDay-MonDay

Mac Forensics
Lucus Nelson & Casey Szyper

parkview/aubert
introduction to Wireshark
Kelly Brown & Frank Wood
Repeats sUnDay-MonDay

introduction to Wireshark
Kelly Brown & Frank Wood

Hawthorne
command Line Log analysis & Graphical Reporting

Don Ranta & Brian Baskin
Repeats sUnDay-MonDay

command Line Log analysis & Graphical Reporting
Don Ranta & Brian Baskin

Landmark 7
Windows 7: a First Look
Mark Neno & Alissa Torres

Repeats sUnDay

Windows 7: a First Look
Mark Neno & Alissa Torres

portland/
benton  

(Hotel side)

open source Forensic tools
Jesse Varsalone & Steven Bolt

Repeats MonDay

insider threat Workshop: Management, Human Resources,  
and information technology—Working together to  

prevent or Detect insider threats
Dawn Cappelli & Randall Trzeciak

open source Forensic tools
Jesse Varsalone & Steven Bolt

scott aFb classified session
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Breakout Session Agenda—Wednesday

WeDNeSDay MOrNING

0700–1700 conference Registration (Landmark Foyer)
0700–0800 Morning Reception (Majestic a-D and Foyer)
0700–2100 cyber cafe (Majectic Foyer) Sponsored by Guidance Software, Inc.

location  0830–0920 0930–1020 1020–1050 1050–1140

laW eNFOrCeMeNT

Landmark 1
intentional Radio interference investigation and prosecution— 

Us vs. Rajib Mitra case study
 Detective Cindy Murphy, Madison PD

MoRninG coFFee 
bReaK 

sponsored by:  
Sky Catcher 

Solutions

botnets: a case study &  
Lessons Learned

Ryan Pittman, U.S. Army Criminal 
Investigation Command

LaW enFoRceMent onLy

Landmark 2

a beginner’s Guide to Mobile 
phone Forensics & investigations
 Detective Jeff Shackelford, SEMO 

Cyber Crimes Task Force

beyond Google Hacking
 Jesse Varsalone, DCITA

FoUo

cyber investigation search Kit
Joseph Fichera, DCITA

FoUo

reSearCH & DevelOPMeNT

Landmark 3

Recycle bin Forensics within a 
Windows 7 and Windows vista 

shadow volume
Timothy Leschke, DCCI

Repeats FRiDay

shadow Miner: a tool for vista 
shadow volume Forensics

Timothy Leschke, DCCI

MoRninG coFFee 
bReaK 

sponsored by:  
Sky Catcher 

Solutions

automating Recycle bin Forensics within 
a Windows 7 and Windows vista shadow 

volume with c#
Timothy Leschke, DCCI

INFOrMaTION aSSUraNCe

Landmark 4

cloud computing taxonomies: 
associated Risks and implications 

for it
Dennis Hurst,  

Hewlett-Packard Software

Who’s Watching the net:  
the Risk of victimization with 

public access WiFi
 Irv Schlanger, Drexel University
and Dr. Robert D’Ovidio, Drexel 

University

MoRninG coFFee 
bReaK 

sponsored by:  
Sky Catcher 

Solutions

Learning by breaking: a new project for 
insecure Web applications

 Chuck Willis, MANDIANT

FOreNSICS

Landmark 5 an overview of cryptography
Gary Kessler, Gary Kessler Associates/VT ICAC MoRninG coFFee 

bReaK 
sponsored by:  
Sky Catcher 

Solutions

backup tape Forensics
Dr. Gavin Manes, Avansic &  

Michael Harvey, Avansic

Landmark 6 Dc3 cyber crime center’s Digital Forensics challenge
Randy Georgieff, DC3/FX

Grand challenge annoucement/
Discussion

Shannon Sherlock, DC3/FX

Landmark 7 How cell phone Forensics tools actually Work
Sam Brothers, US Customs and Border Protection

Deconstructing exFat volume artifacts
 Jared Myers, DCFL

leGal

crystal ballroom

Mock trial
 Donald Flynn, DC3; Robert Gibson, Eighteenth Air Force

Captain John Riesenberg, Trial Counsel Assistance Program;  
Andrew Ingraham, DCITA; Mike Moore, DCITA

MoRninG coFFee 
bReaK 

sponsored by:  
Sky Catcher 

Solutions

Mock trial
(continued)

 Donald Flynn, DC3

portland/benton 
(Hotel side)

Facing new Legal issues with 
Facebook and other social Media

 Rick Aldrich, IATAC

Military criminal investigative 
organizations (Mcio) and  

the stored communications act
Thomas Dukes, U.S. Department  

of Justice

the Us attorney’s office and  
Military criminal investigative 

organizations (Mcio)
John Bodenhausen, United States Attorney’s 

Office, Eastern District of Missouri

parkview/aubert 
(Hotel side)

basic intelligence Law
Maj Rich Ladue, AFOSI

Reducing the costs of Forensics 
through Records and information 

Management
 Dr. Gavin Manes, Avansic &  

Michael Harvey, Avansic

crime and punishment in second Life
Dr. Sara M. Smyth, Simon Fraser University
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Breakout Session Agenda—Wednesday

WeDNeSDay aFTerNOON

1140–1240  $5 Lunch, exposition closing, Raffle Drawing and silent auction closing (exhibit areas: Majestic a-D and Majestic Foyer)
 Please purchase lunch tickets at registration (See page 68 for details)
1400–1500 beverages & snacks available (Landmark Foyer)

location  1240–1330 1340–1430 1440–1530 1540–1630

laW eNFOrCeMeNT

Landmark 1

the national Repository for 
Digital Forensic intelligence

 Shannon Sherlock, DC3/FX 
Dr. Mark Weiser, Oklahoma State 

University/NRDFI

virtual villains: the basics of cybercrime investigations
Jayne Hitchcock, WHOA

Landmark 2

attacking the problem of child exploitation from every angle
Christine Feller, National Center for Missing & Exploited Children &

SA Eric Trest, National Center for Missing & Exploited Children
LaW enFoRceMent onLy

an examination of a terrorist 
cryptosystem

 Gary Kessler, Gary Kessler 
Associates/VT ICAC

LaW enFoRceMent onLy

Hawthorne
(Hotel side)

see Forensics track Life in second Life
Josh Black, DC3

reSearCH & DevelOPMeNT

Landmark 3
Hacking critical infrastructure

 Ganesh Devarajan,  
TippingPoint - 3Com

scale-Free self-organization: 
self-Defense strategy for 

Distributed systems
 Dr. Glyn Gowing, Nova Southeastern 

University Graduate School of 
Computer and Information Sciences

the center for cyber intelligence 
and threat Research

Rich Barger, Center for Cyber 
Intelligence Analysis and Threat 

Research
& Andrew Pendergast, Center for 
Cyber Intelligence Analysis and 

Threat Research

the social Dynamics of political 
and Religiously Motivated 

Hackers
 Dr. Thomas Holt, School of Criminal 

Justice Michigan State University

INFOrMaTION aSSUraNCe

Landmark 4
Fraud techniques and counter 

Measures
Andrew Showstead, VASCO

next Generation network 
Mapping from the core to the 

edge: travels across the internet 
and the Global implications of 

network infrastructure
 Matt Hagovsky, Lumeta Corporation

severe Weather Warning: Data 
ownership and cloud computing

Klint Walker, National Air & Space 
Intelligence Center

Managing Risk From advanced 
persistent threats

Stephen Windsor, Booz Allen 
Hamilton and

Ronald Shaffer, FX
FoUo

FOreNSICS

Landmark 5 Gps Receiver Forensics
 Timothy Leschke, DCCI

Digital Data practitioner 
certification—Why bother?

Gaylon Thompson, DCITA

Forensic examination of  
android phones

 Eugene Libster, Mantech 
International Corporation

Landmark 6

iphone Forensics:  
an investigative approach

Sean Morrissey, US Department of 
State

self encrypting Drives
Dave Anderson, Seagate Technology

splunk as an enterprise incident 
Response and Forensic tool

Mathew McFadden, DCITA

Memory analysis and Forensics
Peter Silberman, MANDIANT

Landmark 7 tcp/ip protocols and analysis
 Gary Kessler, Gary Kessler Associates/VT ICAC

converting Disk images into 
Working virtual Machines

 SA David Shaver, US Army Criminal 
Investigation Division, Computer 

Crime Investigative Unit
 FoUo

Hawthorne
(Hotel side)

android Forensics techniques, File systems and analysis
Andrew Hoog, viaForensics

From extraction to examination
Scott Lalliss, DCFL

see Law enforcement track

Organization Abbreviations
DC3: DoD Cyber Crime Center 
DCFL: Defense Computer Forensics Laboratory  
DCITA: Defense Cyber Investigations Training Academy 
JTF-GNO: Joint Task Force Global Network Operations

Continue on Next Page >> 
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Breakout Session Agenda—Wednesday and Thursday

WeDNeSDay aFTerNOON

1140–1240  $5 Lunch, exposition closing, Raffle Drawing and silent auction closing (exhibit areas: Majestic a-D and Majestic Foyer)
 Please purchase lunch tickets at registration (See page 68 for details)
1400–1500 beverages & snacks available (Landmark Foyer)

location  1240–1330 1340–1430 1440–1530 1540–1630

leGal

portland/benton 
(Hotel side)

20+ Ways to improve Digital evidence and cyber crime cases
 Donald Flynn, DC3

How the internet Works: a primer for investigators and prosecutors
Albert C. Rees, Computer Crime and Intellecutal Property Section, U.S. 

Department of Justice

parkview/aubert 
(Hotel side)

obtaining electronic evidence 
from Foreign Jurisdictions

Albert C. Rees, Computer Crime and 
Intellecutal Property Section, U.S. 

Department of Justice

sentencing issues in Digital 
evidence trials

Captain John Riesenberg, Trial 
Counsel Assistance Program

What the *$#! Do i Do now? 
confronting Real-World 

Legal issues Faced by cyber 
investigators

William Yurek, US DOJ - Computer 
Crimes Section

LaW enFoRceMent onLy

the impact of Melendez-Diaz 
on cyber crime and Digital 

evidence cases
 Donald Flynn, DC3

THUrSDay MOrNING

0700–0800        Morning Reception (Landmark Foyer)
0700–2100        cyber cafe (Majestic Foyer) Sponsored by Guidance Software, Inc.
1000–1100        beverages available (Landmark Foyer)
1130–1230        Lunch on your own

location  0830–0920 0930–1020 1030–1120

laW eNFOrCeMeNT

Landmark 1

black bag collection (slurping for What you 
Want)

 Steven Bolt, DCITA
FoUo

the centrality of Google
 Alissa Torres,DCITA

investigating social networking sites
Steven Bolt, DCITA

FoUo

Landmark 2
technology, Friend or Foe?

Victor Watson, Federal Law Enforcement Training Center & Kevin Manson, Cybercop
LaW enFoRceMent onLy

reSearCH & DevelOPMeNT

Majestic a
software Write blocking - the Future of 

Forensic triage and imaging
Victor Fay-Wolfe, University of Rhode Island

Metasponse Framework
Marcus Carey, Saecur LLC and 
Ronald Eddings, Jr., Saecur LLC

Digital image Forensics
Dr. Neal Krawetz, Hacker Factor Solutions

Majestic b

exploring Macro Level correlates of 
Malicious software production

 Dr. Thomas Holt, School of Criminal Justice 
Michigan State University

Fibonacci Hashing
Chester Hosmer, WetStone

FoUo

Majestic c automated Malware similarity analysis
Daniel Raygoza, DCFL

everybody’s Got something to Hide in a pDF 
except for Me and My Monkey

 Christopher Dearing, DCCI

Do you see What i see?
 Paul Cerkez, Nova Southeastern Univ and 

DCS Corporation & Dr. James Cannady, Nova 
Southeastern University

Majestic Foyer tool Demo

INFOrMaTION aSSUraNCe

Landmark 3 an ‘intelligent’ approach to authentication
Ralph Rodriguez, Delfigo Security

proactive cyber security: eliminate Malware 
& prevent system exploitation

Tom Murphy, Bit9

emerging concepts in effective critical 
infrastructure protection (cip) sourcing

Richard Skibo, SPYRUS, Inc.

(CONTINUeD)

Continue on Next Page >> 
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Breakout Session Agenda—Thursday

THUrSDay MOrNING

0700–0800        Morning Reception (Landmark Foyer)
0700–2100        cyber cafe (Majestic Foyer) Sponsored by Guidance Software, Inc.
1000–1100        beverages available (Landmark Foyer)
1130–1230        Lunch on your own

location  0830–0920 0930–1020 1030–1120

Landmark 4

Flying squirrel and Woodchuck overview 
and Update

 Jeff Watts, Smartronix
FoUo

Hacking techniques: Hacking stuff
Captain Rob Murphy, USMC

FOreNSICS

Landmark 5

antiforensic techniques: slacker.exe  
and timestomp.exe
 James Meyer, DCITA

FoUo

Graphic Representation of system process 
Relationships

 Don Ranta, DCITA
FoUo

Google earth cache File Forensics
 Jesse Kornblum, ManTech
LaW enFoRceMent onLy

Landmark 6
Where am i? - ask my Gps

 Gaylon Thompson, DCITA
FoUo

Data spillage Got you Down?
 Amber Schroader, Paraben Corporation

snort as a Forensics tool?
 Joseph Fichera, DCITA

FoUo

Landmark 7

persistence techniques Used by Windows 
Rootkits & How to Detect them

Jesus Torres, Booz Allen Hamilton and Scot 
Lippenholz,  Booz Allen Hamilton

the cDMa Fraternal clone Method—Recovering Data from Damaged cell phones
Detective Cindy Murphy, Madison PD

leGal

parkview/aubert 
(Hotel side)

DoJ electrnoic evidence case Update
Thomas Dukes, U.S. Department of Justice

the DoD banner: Unfurling new Legal issues
 Rick Aldrich, IATAC

issues Regarding Digital evidence and  
cyber crimes at trial

Capt Michael Hopkins, Government Trial &  
Appellate Counsel, USAF

portland/benton 
(Hotel side)

the nationless cloud?
 David Snead, David Snead P. C.

ask the Judges
 Donald Flynn, DC3 and Robert Gibson, Eighteenth Air Force

THUrSDay aFTerNOON

1400–1500        beverages and snacks available (Landmark Foyer)

location  1230–1320 1330–1420 1430–1520 1530–1620

laW eNFOrCeMeNT

Landmark 2

you can Run (udev), but you 
can’t Hide

Ernest Krutzsch, DCITA
FoUo

the Zeus botnet: stealing 
everything from Millions of 

americans
 Gary Warner, The University of 

Alabama at Birmingham

pictures are Worth a thousand 
Words, Report Development

Steven Bolt, DCITA
FoUo

post-exploitation vs. incident 
Response

 Christopher Daywalt, 
The Newberry Group

FoUo

reSearCH & DevelOPMeNT

Majestic a

niJ’s electronic crime and 
Digital evidence portfolio

 Martin Novak,  
National Institute of Justice

Win at Reversing: api call 
tracing and sandboxing through 

inline Hooking
Nick Harbour

apple tv: size Doesn’t Matter
 SSgt Benjamin Solhjem, DCCI

a Graph theoretic approach 
to Forensic temporal pattern 

Learning
 Dr. Michael Hirsch, Raytheon Company

Majestic Foyer tool Demo

INFOrMaTION aSSUraNCe

Landmark 3
Lead, Follow, or Get out of  

the Way
 Jeff Watts, Smartronix

Data Leaks and insider threats: 
protecting the nation’s Most 

confidential information
Keith Fuentes, Mobile Armor

bittorrent: the swarm of internet crime
 Brian Baskin, DCITA

Organization Abbreviations
DC3: DoD Cyber Crime Center 
DCFL: Defense Computer Forensics Laboratory  
DCITA: Defense Cyber Investigations Training Academy 
JTF-GNO: Joint Task Force Global Network Operations

Continue on Next Page >> 

(CONTINUeD)

Continue on Next Page >> 
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Breakout Session Agenda—Thursday

THUrSDay aFTerNOON

1400–1500        beverages and snacks available (Landmark Foyer)

location  1230–1320 1330–1420 1430–1520 1530–1620

INFOrMaTION aSSUraNCe (CONTINUeD)

Landmark 5
identity-enabled networking: controlling network access

 Michael Kraus, Cisco Systems Inc.
 FoUo

operational security:  
a Discussion of techniques to 
combat ‘spies in the Wires’
Marshall Heilman, Mandiant

portland/benton 
(Hotel side)

War spying: Gathering 
information via Unsecured 

Wireless cameras
Steven Bolt, DCITA

FoUo

Windows 7: a First Look
 Martin Easton, DCITA

FoUo

Windows server 2008— 
server core installation

 Alissa Torres, DCITA
FoUo

introduction to sQL injection
Jesse Varsalone, DCITA

FoUo

parkview/aubert 
(Hotel side)

certified trust analyst
Jason Lord, d3 Services, Ltd.

the next Generation of  
incident Response

Gib Sorebo, SAIC

FOreNSICS

Landmark 4

combating enterprise 
entrenchment Using Forensic 

analysis
Dale Beauchamp, TSA

FoUo

incident Response and the iphone
 Walter Barr, CSC & Sean Morrissey, US Department of State

social networks: national 
security’s Greatest threat

Ernest J. Hilbert, Online Intelligence 

Landmark 6
Detecting, analyzing and profiling Malicious Documents

 Matthew Richard, Raytheon
FoUo

Forensic implications and analysis of the apple tv - a primer for 
Digital Forensic investigators

 Kevin Estis, Booz Allen Hamilton; Randy Robbins, Booz Allen Hamilton; 
Brian Baker ,Booz Allen Hamilton

Landmark 7

network based Forensics: Using 
content analysis and n-Grams to 

track the bad Guys
 Michael J. (MJ) Staggs, AccessData

Forensic analysis of cisco 
Routers Using core Dumps and 

crashinfo Files
Terrance Maguire,  

The Newberry Group

Forensic triage programs, Risk assessment Factors
J.J. Wallia, ADF Solutions, Inc.

LaW enFoRceMent onLy

Majestic b

challenging the Law 
enforcement examiner— 

What a Defense expert sees
Larry Daniel,Guardian Digital 

Forensics, Inc.

Digital triage Forensics 
(battlefield Lessons for public 

policing)
Stephen Pearson, High Tech Crime 

Institute

Harnessing the Registry to 
identify Malware

Elizabeth Schweinsberg, DoD

bitLocker to Go Forensics
 Jesse Kornblum, ManTech

Majestic c

2010 the Mobile Forensic 
odyssey

 Amber Schroader, Paraben 
Corporation

advanced Reverse code 
engineering toolkit

 Adam Meyers, Department of State/
SRA Int’l

FoUo

application execution 
Redirection in Windows volatile

Don Ranta, DCITA
FoUo

image, video, and Face Matching 
in support of child exploitation 

prosecution
Jeff Nash, BlueBear Law 

Enforcement Services

DeFeNSe INDUSTrIal BaSe

Landmark 1

Developing advanced persistent 
threat Malicious code 

countermeasures
Stephen Windsor,  

Booz Allen Hamilton and  
Ron Shaffer, FX

FoUo

intelligence-driven Response for computer network Defense
Michael Cloppert, Lockheed Martin CIRT

Mythbusters: advanced 
persistent threats Debunk 

today’s best practices
Stephen Windsor,  

Booz Allen Hamilton and  
Jesus Torres,  Booz Allen Hamilton

(CONTINUeD)
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Breakout Session Agenda—Friday Organization Abbreviations
DC3: DoD Cyber Crime Center 
DCFL: Defense Computer Forensics Laboratory  
DCITA: Defense Cyber Investigations Training Academy 
JTF-GNO: Joint Task Force Global Network Operations

FrIDay

0700–1200        information Desk (Landmark Foyer)
0700–0800        Morning Reception (Majestic Foyer)
0700–1300        cyber cafe (Majestic Foyer) Sponsored by Guidance Software, Inc.
0800–0855        plenary session (Majestic e-H)

location 0900–0950 1000-1050 1100-1150

laW eNFOrCeMeNT

Landmark 1

internet Relay chat (iRc) and Usenet 
(newsgroups): the Dark Underbelly of  

the internet
Bryan Spano, DCITA

FoUo

online Under-cover agent operations using 
internet Relay chat

Special Agent DeWayne Duff, AFOSI 3rd FIS
FoUo

see Forensics track

Landmark 2
Fixing broken Glass: Restoring order and 

Reducing cyber crime
Dr. Taher Elgamal, Axway

the Many Flavors of Helix
Steven Bolt, DCITA

FoUo

investigating cyber crimes using Lawful 
intercepts and Live network surveillance

Kevin Graves, IP Fabrics

Landmark 3

Grabbing volatile Data- Get it now or Lose 
it Forever

Gaylon Thompson, DC3
FoUo

imaging and examining volatile Memory
Casey Szyper, DCITA

FoUo
see information assurance track

INFOrMaTION aSSUraNCe

portland/benton 
(Hotel side)

Loose Lips sink networks - is social 
networking Making your network insecure?

Frank Nagle, Mandiant

Wireshark—More than a pretty interface
Mike Cowan, DCITA

FoUo

overcoming technical challenges in Making 
Data actionable: establishing situational 

awareness
John Stoner, Symantec Corporation

Landmark 3 see Law enforcement track
a case study on an air Force 

computer incident
1 Lieutenant Jeremy Sparks, AFCERT

FOreNSICS

Landmark 1 see Law enforcement track
choosing Mobile Device Forensic tools

Walter Bobby, DCITA
FoUo

Landmark 4
Recycle bin Forensics within a Windows 7 

and Windows vista shadow volume
Timothy Leschke, DCCI

Live Forensics—a How to Guide
John Riley, Federal Law Enforcement Training Center

Landmark 6 Forensics in the Raw
Dominique Kilman, Booz Allen Hamilton

Drive prophet triage tool
 Mr Mark McKinnon, RedWolf Computer Forensics

Dcci_stegcarver: providing new Definition 
to Forensic carving

 Mark Hirsh, DCCI

Landmark 7 FDe process
SA Bill Dent, DC3

Large scale Data acquisition and analysis
Hermann Kelley, Efficient Forensics

Majestic a
RaiD Reconstruction Revisited:  

new challenges and Limitations
 Michael Harvey, Avansic

Majestic b
practitioners Guid to Memory analysis

Dale Beauchamp, TSA
FoUo

exploring pDF and sWF Malware:  tools and techniques for Front-Line analysis
Jonathan Woytek, CERT

Majestic c
Forensic implications of Windows 7

 Mark Neno, DCITA
FoUo

efficient command and control decoding for 
the lazy reverser

 Matthew Richard, Raytheon
FoUo

DeNFeNSe INDUSTrIal BaSe

Landmark 5

cyber betrayal: Lessons Learned on 
Defending your network from trusted 

insiders
 Michael Theis, Raytheon

agile Development for incident Response
 Charles Smutz, Lockheed Martin &  
Samuel Wenck, Lockheed Martin

exploring tools and Methods to identify 
patterns of anomalous behavior, activities 

and conversations across Large volumes of 
Unstructured Data

 Dr. Josh Rosenthal, iQuest Analytics
FoUo




